
CLOUD OR ON-PREM 
ENDPOINT COMPLIANCE

 ConfigOS by SteelCloud         

 Evaluate STIG    

 Nessus by Tenable    

 Group Policy/Active Directory

 SCAP Compliance Checker

Sample Titles that participated 
in our survey include: 

SURVEY RESPONDENT 
DEMOGRAPHICS:

 Compliance 
Leaders were 
surveyed80

CTO 

Cybersecurity Lead 

Infrastructure Architect

ISSO/ISSM 

Network Engineer

Solution Architect 

Systems Administrator

Systems Engineer 

Technology Specialist 

RESPONDENTS INCLUDED: 

10% 60% 30% 

Commercial Government 
Compliance 
End-Users 

Federal System
Integrators

10%

30% 60%

Cloud

On-prem
It depends

What are the key compliance 
benchmark requirements or 
regulations to which your 
organization needs to adhere?
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25%   STIG 
25%   CIS

13%   OT
37%   800-53 

How do you 
STACK UP?

Say it is critical to have 
complete visibility and 
control over end-point 
compliance

Have experienced 
challenges with end-point 
device security control 
compliance

Say it’s important to have 
real-time monitoring and 
alerting capabilities for 
end-point compliance

80% 

80% 

90% 

CIS
Easy Button

Get Compliant. Stay Complia
nt.

STIG
Easy Button

Get Compliant. Stay Complia
nt.

STIG/CIS COMPLIANCE 
TOOLS MOST COMMONLY  
USED BY RESPONDENTS 

Compliance Leaders SPEAK OUT 
about Cybersecurity Challenges & Tools 

Say comprehensive 
reporting and audit trails 
are critical for end-point 
compliance

60% 


